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Findings 

Throughout the course of our research, we uncovered a lack of awareness and 
capacity 



 

 
 

          
        

 
         

 
       
             

             
           

         
    

 
           

   
 

             
            

           
 

       
 

          
         

          
 

          
   

 
           

            
     

 
            

    
 

          
            
           

      

  

Recommendations 

Based on our findings, we propose the following recommendations aimed at statutory 
and voluntary support services, tech vendors, and policy officials: 

(1) Domestic violence and cyber security practitioners must work in tandem 

Support services must closely collaborate with cybersecurity practitioners for an 
efficient response to tech abuse. This cne 1) 
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